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Abstract—As the Internet of Things (IoT) is maturing and acquires its social flavor, the Social IoT enables smart devices to build inter-thing social networks without human intervention. As a new form of smart devices, unmanned aerial vehicles (UAVs) are finding their way into IoT applications. The integrated Social Internet of Flying Things (SIoFT) can provide the social-aware UAV-assisted services. However, the broadcast nature of air-to-ground (A2G) channels makes them vulnerable to being eavesdropped by terrestrial malicious users due to their strong line-of-sight (LoS) links. In this paper, we investigate to ensure the security of A2G communications when the location information of multiple potential eavesdroppers cannot be perfectly estimated. Following the “no pain no gain” principle, the terrestrial users who reuse the UAV cellular spectrum will act as friendly jammers to realize “win-win” situation. Hence, joint trajectory design, power control, and channel allocation optimization problem is formulated to maximize the average secrecy rate of UAVs in worst case. In the first stage, we utilize the block coordinate descent method and successive convex optimization method to solve the trajectory design and power control problems in an iterative manner. In the second stage, we convert the user pairing problem into a popular matching problem with externalities. Two distributed algorithms are proposed to maintain the popular matching under dynamics. Moreover, we conduct detailed analysis of the popularity, convergence, and computational complexity. Simulation results demonstrate the superiority of our proposed method in terms of different performance metrics.
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RECENT years have witnessed the continuous evolution of the Internet of Things (IoT), especially when the wave of 5G ecosystem is surging forward [1]. The IoT paradigm aims at revolutionizing the information interaction and perception ways of human beings in their daily life, by enabling automations of smart objects. IoT devices such as smart phones, home appliances, and wearable devices can autonomously make decisions, giving rise to the concept of Social IoT (SIoT) [2]. In line with the SIoT paradigm, the dramatically improved autonomous, computational, storage, and sensing capacities accelerate the adoption process of IoT devices. These smart devices can construct their social networks without human intervention and interact socially with each other.

Benefiting from the rapid development on electronic, sensor and communication technologies, the unmanned aerial vehicles (UAVs) are finding their way into civilian and military fields. The Flying Ad Hoc Networks (FANETs) paradigm has emerged by exploring the cooperation and collaboration between the UAVs [3]. Recently, some researchers have started to investigate the integration of FANETs into the IoT, which has led to the Internet of Flying Things (IoFT) [4]. The emergent IoFT aims at bringing the potential new degree of freedom into IoT, by utilizing the flexible mobility and deployment of UAVs. For example, UAVs can potentially replace the terrestrial IoT sensors thanks to their: 1) deployability in different landforms, 2) capability of carrying flexible payloads, and 3) programmability in mission [5]. However, the integration of UAVs into IoT also brings new challenges regarding security. Different from ground-to-ground (G2G) links, air-to-ground (A2G) links are generally dominated by line-of-sight (LoS) channels [6]. Although the strong LoS links can achieve high achievable rates, they are more vulnerable than G2G links to eavesdropping and jamming attacks by terrestrial malicious users [7]. On the one hand, the reception quality of the terrestrial eavesdroppers is enhanced by exploiting the strong A2G LoS link and even a remote eavesdropper can overhear the A2G transmission clearly. On the other hand, a terrestrial jammer can also launch more effective attacks to UAVs by exploiting the strong ground-to-air (G2A) LoS links.

As a powerful method, information-theoretic physical layer security can maximize the reliable communication rate between two legitimate UAVs while ensuring that malicious users may learn as little information as possible [7]. However, this method ensures physical layer security at the cost of decreasing effective transmission rate, since all users are assumed to be not trustworthy [8], [9]. Hence, it is difficult to trade off between the security and throughput performances by solely resorting to physical layer security methods.

Based on the discussions above, a question thus arises: can...
we leverage the trustworthiness in social domain to ensure the security while reducing the sacrifice of achievable rate in the physical domain? To verify the influence of social trust on the physical layer security, the authors in [9] provided theoretical and numerical analysis of social trust aided cellular spectrum sharing via stochastic geometry. They demonstrated that the system ergodic rate can be increased by 63% on average based on a realistic dataset when the number of D2D pairs increases from 4 to 20 and the corresponding social link probability decreases from 70% to 25%. Assuming that those users without social relations belong to the eavesdropper category, the authors in [10] utilized social-awareness to identify trusted and non-trusted users in device-to-device (D2D) underlaying cellular networks. In [11] and [12], the authors leveraged social-awareness to identify trusted and non-trusted users in relay selection scheme. All these studies verified the feasibility of exploiting the inter-human social ties to improve transmission security in G2G communications. Considering that UAVs usually perform missions in swarms, it is natural to exploit their social-awareness to further strengthen cooperation and collaboration between the UAVs. If the UAVs only share spectrum with their socially trusted devices, the number of potential eavesdroppers and jammers will be certainly reduced, and those trusted devices can act as friendly jammers to further improve the security. However, there are no works synthesizing the ideas from SIoT with those from the IoFT.

In this paper, we first propose the concept of Social Internet of Flying Things (SIoFT), by integrating the social-awareness of UAVs into IoFT. However, the integrated SIoFT also poses some new challenges to the resource allocation. On the one hand, UAVs will balance the enhanced security performance and the reduced achievable rate performance when sharing spectrum with those trusted D2D users. On the other hand, the D2D users also want to increase their own utilities by avoiding the severe interference of strong A2G LoS links. It is challenging to design an effective interference management method to allocate spectrum resource for both aerial devices and terrestrial devices in a self-organizing manner.

A. Related Works

Recently, several research works have been rigorously studied to safeguard wireless communications with UAVs from a physical layer security perspective [13]–[15]. In [13], the authors investigated to maximize the average secrecy rate in a given period by joint UAV trajectory design and transmit power control. However, it is non-practical and optimistic to assume that the location information of the eavesdropper is perfectly recognized and obtained. In [14], assuming that the location information of an eavesdropper can be partially known by the camera or synthetic aperture radar equipped on an UAV, the authors proposed a jointly trajectory design and power control scheme to optimize the average worst case secrecy rate of UAV-to-ground communications. In [15], considering the unknown location information of the eavesdropper, the authors designed an altitude optimization method to maximize the average secrecy rate in the worst case. However, the impact of both social trust and friendly jammer selection on the security performance has not been addressed.

Some previous works have studied the security performance enhancement of G2G communications through rationally selecting the friendly jammer [16], [17]. In [16], the authors introduced D2D communications underlaying cellular networks to improve the system secrecy capacity, by formulating the friendly jammer selection problem as a bipartite graph matching problem and invoking the classic Kuhn-Munkres (KM) algorithm to obtain an optimal solution in a centralized way. To further improve the security performance in the D2D communication underlaying heterogeneous networks (HetNets), the authors in [17] proposed a centralized algorithm to solve the joint subcarrier allocation and power control problem in an iterative manner. However, the centralized optimization methods require global information exchange and centralized computation, which yields significant overhead and complexity.

For our SIoFT scenario, the distributed resource allocation methods are needed since each UAV or D2D user has to make self-organizing decisions with local information. Several existing works have resorted to game theory and matching theory to design distributed resource allocation methods in different scenarios [9], [10], [19]–[22]. In [19], the authors formulated the relay selection problem in multi-UAV networks as a coalition formation game, and studied the interaction between source UAVs and relay UAVs. Similarly, the authors in [10] also proposed a coalition formation game based method to solve the security-ensured spectrum sharing problem. Different from the game-theoretic solutions which focus on the interactions among different users, the matching theory is a powerful and special tool to solve the user pairing problems [18]. In [20], the authors formulated the single relay selection problem in FloT as a one-to-one matching model, and the classical Gale-Shapley (GS) algorithm in [23] was invoked to find a stable matching, in which no agents can be better of by deviating to another choice. The stable matching can achieve the Pareto optimality. In [21], the authors formulated the spectrum sharing problem in SloT as a many-to-one matching model with externalities, and proposed a rotation-swap algorithm to tackle the externalities caused by dynamically changing co-channel interference (i.e., the join or leave of those D2D users in the same spectrum reusing group will cause the dynamic changes of co-channel interference). Similarly, the authors in [9] formulated the secure resource allocation problem in social-aware D2D communications as a many-to-one matching model with externalities. However, the conventional stable matching model can be further extended to popular matching model, by shifting from the local stability to global stability.

In [24] and [25], the authors proposed the concept of popular matching in which a matching \( M \) is popular if there exists no matching where more agents are better off than in \( M \). They also proved that stable matching is equivalent to the minimum size popular matching and computing a popular matching is NP-hard. The authors in [26] investigated how to obtain a maximum size popular matching in one-to-one matching model with polynomial time complexity. Based on this algorithm, the authors in [22] designed an effective algorithm to compute a maximum size popular in many-to-one matching model without externalities. The work in [22] is also the first to
introduce popular matching to IoT scenario. However, all the above mentioned works on popular matching can only solve the matching problem without externalities, since preferences are assumed to be fixed. Note that externalities also exist in our scenario, since the preferences of D2D users is affected by not only UAVs, but also the join and leave of D2D users (i.e., both the trustworthiness and co-channel interference are dynamically changing), which inspires us to design an effective method.

B. Main Contributions

In this paper, to address the aforementioned challenges, we study the security-enhanced resource allocation problem in SIoFT, aiming at striking a trade-off between the average worst-case secrecy rate and the achievable achievable rate for both UAV communications and D2D communications. Our main contributions are listed as follows:

- **Modeling**: By integrating the social-awareness of UAVs into IoFT, we propose the concept of SIoFT, where UAVs can utilize social relations to identify trusted and non-trusted users. In this regard, we leverage the inter-device social ties to safeguard the security without sacrificing too much achievable rate in the physical domain, where there are multiple eavesdroppers and only partial location information can be obtained.

- **Problem Formation**: The optimization problem is intractable due to its non-convexity and semi-infinite number of constraints. Considering the mixed continuous variables (the coordinates and power of UAVs) and discrete variable (the binary variable for channel allocation), we decouple the original problem into two sub-problems: 1) the joint trajectory design and power control sub-problem; and 2) the channel allocation sub-problem between UAVs and D2D users. The first sub-problem can be formulated as a semidefinite programming problem based on S-Procedure, while the second sub-problem is converted to a many-to-one popular matching problem with externalities.

- **Algorithm Design**: In the first stage, we utilize block coordinate descent method and successive convex optimization method to solve the first sub-problem in an iterative way. In the second stage, we propose two tailored algorithms to solve the formulated popular matching problem. In particular, we propose a hierarchical matching algorithm to initially construct the maximum popular matching structure as far as possible. Note that this matching may not be popular, since the preference profiles of some D2D users will change in the matching phase. To tackle this problem, we propose a rotation-vote algorithm to maintain the popularity under externalities.

- **Validations**: We comprehensively prove the popularity, convergence, and complexity properties of our proposed method. Under various scenarios, simulation results demonstrate that popular matching model based method outperforms the classical stable matching based method in terms of both security and achievable rate performances.

The rest of this paper is outlined as follows. The framework for IoT scenario is presented and then the optimization problem is formulated in Section II. The method to solve joint trajectory design and power control problem is illustrated in Section III. The popular matching based channel allocation is introduced in Section IV. Simulation results are shown in Section V, followed by concluding remarks in Section VI.

II. SYSTEM MODEL AND PROBLEM FORMULATION

As shown in Fig.1, we consider a typical SIoFT framework in a time slotted system, in which the flight duration $T$ is quantized into $T$ sufficiently small time slots with equal length $\Delta$, i.e., $T = T \Delta$, and the set of cumulative slots is denoted by $\{1, ..., t, ..., T\}$. Since $\Delta$ is small enough, the network topology can be regarded as static within each slot. In this scenario, a set of UAVs $U = \{u_i\}_{i=1}^{M}$ mounted with sensor, computing, and communication modules, can share their collected data with a common base station (BS), i.e., $b$, through cellular uplinks in each time slot. Generally, each UAV will fly straight to the location right above the BS, then hover there to maximize the transmission date, and finally fly to the final location at the end of its flight duration. However, the UAV-Ground communications dominated by strong LoS channels may be intercepted by a set of eavesdroppers $E = \{e_k\}_{k=1}^{K}$ and each eavesdropper is assumed to operate at one sub-channel $[17]$. To tackle the eavesdroppers, the UAVs can adjust their trajectory to bypass the eavesdroppers along the way, control their powers when flying near the eavesdroppers, and share the cellular spectrum with a set of D2D pairs $D = \{d_{i}^{u}\}_{i=1}^{N}$, which can act as friendly jammers to safeguard the cellular uplink. Each D2D pair $d_{i}$ consists of one transmitter $d_{i}^{t_{u}}$ and one receiver $d_{i}^{r_{e}}$, and works in underlay mode, i.e., reusing the spectrum of cellular UAVs. However, some malicious D2D pairs can also create security risks. In [9], [10], the authors assumed that those D2D users without trustworthiness can be viewed as eavesdroppers, and then the cellular users can identify the trusted or non-trusted D2D users based on the inter-human social trust. Therefore, the cellular users and D2D users can choose to share spectrum with trust users to ensure the security. Besides, the social tie also provides incentive for D2D users to act as friendly
jammers. The smart IoT devices acquire their social-awareness abilities and build their inter-device social networks, which conforms to the SIoT paradigm. By analogy, we assume that IoT devices can identify trusted or non-trusted users based on the inter-device social trust. Herein, we use a binary variable $s_{i,j}$ to determine whether or not two devices are socially connected. For example, in Fig.1, the D2D pair $d_{4}$ and $d_{5}$ and the UAV $u_{2}$ have no social tie with each other, all of them will worry about the other’s eavesdropping and jamming when sharing the same channel.

In this paper, we consider the orthogonal frequency division multiple access (OFDMA) scheme, where each UAV is equally allocated to one dedicated subchannel. Similar to [27], we assume that the local channel state information (CSI) can be obtained by conventional channel estimation techniques such as pilot signaling [28]. In the local CSI scenario, the source node, i.e., UAV, has the knowledge of the CSI to BS and D2D receivers. However, although the UAVs can roughly recognize the location of eavesdroppers, the location information suffers from large estimation errors since the eavesdroppers hide themselves by remaining silent. Similarly, each D2D pair has the knowledge of the CSI to its receiver, BS, and other D2D receivers reusing the same spectrum. Note that the above information can be exchanged in spectrum sharing stage [10], [27], [29]. Generally, we consider the 3D Cartesian coordinate system in which the euclidean distance between two devices’ coordinates are used to denote their distance. For D2D user $d_{i}$, the real-time coordinates of transmitter $d_{i}^{Tr}$ and receiver $d_{i}^{Re}$ are denoted as $(x_{i}^{Tr}(t), y_{i}^{Tr}(t), 0)$ and $(x_{i}^{Re}(t), y_{i}^{Re}(t), 0)$, respectively. Similarly, the coordinate of UAV $u_{j}$ is $(x_{j}(t), y_{j}(t), H)$.

Generally, the eavesdropper may remain silent to hide its existence and thus the location estimation using the synthetic aperture radar is expected to suffer from errors, which makes the accurate CSI of the eavesdropper difficult to acquire. Similar to [14], assuming that the roughly estimated location is known, the imperfect CSI can be computed according to the estimation errors. Herein, the exact location of $e_{k}$ in time slot $t$, denoted by $(x_{k}(t), y_{k}(t), 0)$, cannot be exactly known, i.e., only the roughly estimated location $(x_{k}^{E}(t), y_{k}^{E}(t), 0)$ is known [14]. The relation between these two locations can be represented as [14]

$$x_{k}(t) = x_{k}^{E}(t) + \Delta x_{k}, \quad y_{k}(t) = y_{k}^{E}(t) + \Delta y_{k},$$

where $\Delta x_{k}$ and $\Delta y_{k}$ denote the estimation errors, which meet the following condition [14]

$$\Delta x_{k}^{2} + \Delta y_{k}^{2} \leq R_{k}^{2},$$

where $R_{k}$ denotes the radius of the uncertain circular region.

For a typical UAV $u_{j}$, its trajectory set within a given duration $T$ can be denoted as $\{ (x_{j}(t), y_{j}(t), H) \}_{t=1}^{T}$. For two consecutive time slots, e.g., $t$ and $t + 1$ with $0 < t < T$, the mobility constraints can be given by

$$\sqrt{(x_{j}(t+1) - x_{j}(t))^{2} + (y_{j}(t+1) - y_{j}(t))^{2}} \leq v_{\text{max}} \Delta,$$

where $v_{\text{max}}$ represents the maximum flying speed. Note that the initial location and final location for $u_{j}$ are $(x_{j}(0), y_{j}(0), H)$ and $(x_{j}(T+1), y_{j}(T+1), H)$, respectively, which can ensure that each UAV can fly from initial location to final location.

Based on the practical measurement results in [30], the A2G communications can be approximated by LoS channel model very well. Hence, the A2G channel from the UAV to the terrestrial device is assumed to be dominant by LoS link [14]. In time slot $t$, the channel gain from the UAV $u_{j}$ to the BS $b$ is expressed as

$$g_{j,b}(t) = \eta_{0}d_{j,b}^{-\alpha}(t) = \frac{\eta_{0}}{(x_{j}(t) - x_{b})^{2} + (y_{j}(t) - y_{b})^{2} + H_{b}^{2}},$$

where $\eta_{0}$ represents the power gain of a LoS channel with unit reference distance, i.e., $d_{0} = 1$ m, and the path loss parameter $\alpha$ for A2G link is set to 2 [14].

Besides, we use the practical Rayleigh fading channel to model the regular D2D link [17]. The power gain from the D2D transmitter $d_{i}^{Tr}$ to another device $d_{j}^{Re}$ is expressed as

$$g_{d_{i}^{Tr},d_{j}^{Re}}(t) = d_{i,j}^{-\alpha_{G}}(t)|h_{d_{i}^{Tr},d_{j}^{Re}}|^{2},$$

where $\alpha_{G}$ denotes the path loss exponents for G2G link and $h_{d_{i}^{Tr},d_{j}^{Re}}$ is the complex Gaussian channel coefficient which follows the distribution of $\mathcal{CN}(0,1)$.

We use $P_{j}(t)$, $\overline{P}$, and $\hat{P}$ to denote the real-time transmit power, average power, and peak power of $u_{j}$, respectively. Then, the transmit power of UAV should satisfy the following conditions:

$$\frac{1}{T} \sum_{t=1}^{T} P_{j}(t) \leq \overline{P}, \forall u_{j} \in \mathcal{U},$$

$$0 \leq P_{j}(t) \leq \hat{P}, \forall u_{j} \in \mathcal{U}.$$
where $P_t$ is the fixed transmission power of the $d_t$. $P^{l}_{u}(t) = \sum_{i=1}^{N} \omega_{i,j,t} P_{g_{i,j}(t)}$, $I_{j}(t) = P_{j}(t) g_{j,k}(t)$. $I^{l}_{d}(t) = \sum_{i' \neq i}^{N} \omega_{i',j,t} P_{g_{i',j}(t)}$, $I^{l}_{e}(t) = \sum_{i=1}^{N} \omega_{i,j,t} P_{g_{i,j}(t)}$, $I_{j,k}(t) = P_{j}(t) g_{j,k}$, and $I^{l}_{e}(k,t) = \sum_{i' \neq i}^{N} \omega_{i',j,t} P_{g_{i',j}(t)}$. Represent the co-channel interference from those two D2D users and to eavesdropper $e_k$. from those D2D users using $u_j$’s channel except $d_i$ to UAV $u_j$, from those D2D users using $u_j$’s channel to eavesdropper $e_k$, and from those D2D users using $u_j$’s channel except $d_i$ to UAV $u_j$ in slot $t$, respectively. Note that we use binary variable $\omega_{i,j,t}$ defined before to determine whether or not one D2D user interferes with other D2D users in slot $t$. Similarly, $g_{j,k}(t)$ and $g_{j,k}(t)$ represent the path loss from UAV $u_j$ to eavesdropper $e_k$, and between two D2D users $d_i$ and $d_i$ in slot $t$, respectively. $N_0$ denotes the variance of Gaussian noise.

As discussed before, we allocate spectral resources to D2D users for their communication requirements, while these D2D users will act as friendly jammers by sacrificing part of security. Meanwhile, the resource providers (UAVs) will sacrifice part of achievable rates to enhance the information secrecy. Therefore, all devices follow the “no pain no gain” principle and achieve the “win-win” situation, i.e., the UAVs want to sacrifice part of achievable rates to enhance the secrecy rate while the D2D users want to reuse the UAVs’ spectrum by acting as friendly jammers. As such, they leverage their social-awareness to identify trusted and non-trusted users. In [2], the inter-device social relationships in SIoT can be categorized as (i) ownership object relationship (OR) which can be establish based on whether two objects belongs to the same owner, (ii) co-work object relationship (CWR) which can be establish based on whether two objects perform the same task, (iii) co-location object relationship (CLR) which can be establish based on whether two objects are in the same place, and (iv) social object relationship (SOR) which can be establish based on their owners’ social relationships. Note that all these relationships can be extracted through the interaction history, cooperation object, and real-time location. Since the UAVs also belong to the smart objects in IoT, inter-device social relationships in SIoT can also be applied into our scenario. For simplicity, we only use the binary variable $s$ defined before to determine whether or not the social trust exists between two devices rather than measure its strength, i.e., $s_{i,j}$ can refer to the social tie between UAV $u_j$ and D2D user $d_i$. Considering that these non-trusted users belong to the eavesdropper category [9], [10], UAV communications should be safeguarded against both the eavesdroppers and non-trusted D2D users sharing the same spectrum resource. Herein, we only consider the fixed social tie, since the social relationships change slowly over time [11].

In our scenario, we ensure the security of all the UAVs and D2D users. Assuming that the eavesdroppers cannot cooperate, the expressions of UAV $u_j$’s average worst-case secrecy rate over the period $T$ against eavesdroppers can be given by [14]

$$C_{s}^{ave}(u_j) = \frac{1}{T} \sum_{t=1}^{T} [R_{j,b}(t) - \max_{e_k \in E} \Delta x_{j,b}, \max_{\Delta y_{k}} R_{j,k}(t)]^{+},$$

where $x_{j}^{+} = \max{0, x_j}$.

Besides, we also safeguard the information security of D2D users, and the real-time worst-case secrecy rate of $d_i$ against eavesdroppers can be denoted as

$$C_{s}^{r}(d_i, t) = [R_{i}(t) - \max_{e_k \in E} \Delta x_{i,b}, \max_{\Delta y_{k}} R_{i,k}(t)]^{+}. (12)$$

In this paper, each user is assumed to be selfish and rational, i.e., each user wants to improve its own utility [18]. Note that this assumption is not orthogonal to the defined social relationships, because the users can utilize the social relationships to benefit themselves and achieve the win-win situation through cooperation. The objective of the UAVs is to maximize the average worst-case secrecy rate in (11) under the constraint of achievable rate, by jointly considering the trajectory design, power control, and channel allocation. The optimization variables include the location, power, and channel allocation matrix, which are denoted as $x_{M \times T}$, $y_{M \times T}$, $P_{M \times T}$, and $\omega_{N \times M \times T}$. The optimization problem can be derived as

$$\textbf{P1} \max_{u, x, y, P} \frac{1}{M} \sum_{j=1}^{M} C_{s}^{ave}(u_j)$$

s.t. $P_{i,b}(t) \leq I^h$, $\forall u_j \in U$, $\forall d_i \in D$, $t \in T$, $\sum_{j=1}^{M} \omega_{i,j,t} \leq 1$, $\forall d_i \in D$, $t \in T$, $\sum_{i=1}^{N} \omega_{i,j,t} \leq q_j$, $\sum_{i=1}^{N} \omega_{i,j,t} \leq T$, $s_{i,j} = 1$, $\forall \omega_{i,j,t} = 1$, (3), (6)

where $I^h$ denotes the mutual interference threshold of UAVs. Constraint (13c) ensures that each D2D user can reuse at most one UAV’s spectrum in a given time slot, each UAV has a quota $q_j$ for spectrum sharing in a given time slot, and each D2D user can access at most $T$ slots. (13d) can ensure that each UAV only shares spectrum with its socially trusted users, while (3) and (6) defined before give its mobility and power constraints.

In addition, the objective of the D2D users is to maximize the achievable rate under the constraint of average worst-case secrecy rate. Herein, we assume that each D2D user can only utilize the local CSI to make decisions on spectrum sharing. The optimization problem can be given by

$$\textbf{P2} \max_{\omega} \frac{1}{TN} \sum_{i=1}^{N} \sum_{t=1}^{T} R_{i}(t)$$

s.t. $C_{s}^{r}(d_i, t) \geq C_{s}^{th}$ if $\sum_{j=1}^{M} \omega_{i,j,t} = 1$, $\forall t, i$, $\sum_{j=1}^{M} \omega_{i,j,t} \leq 1$, $\forall t, i$, $\sum_{i=1}^{N} \omega_{i,j,t} \leq q_j$, $\sum_{t=1}^{T} \omega_{i,j,t} \leq T$,

where $C_{s}^{th}$ denotes the real-time worst-case secrecy rate threshold of D2D users. (14b) ensures that the real-time secrecy rates
of those D2D users act as friendly jammers in slot $t$ should exceed a threshold. Note that all those D2D links have been already established, and thus the constraint that each D2D transmitter can only be paired with one D2D receiver at the same time is implicit in both (13) and (14).

It is difficult to simultaneously solve problems (13) and (14) because of the following reasons: 1) the operator $[.]^+$ introduces non-smoothness to the problem (13) whose objective function is still not jointly concave with respect to the optimization variables; 2) the infinite number of possible $(\Delta x_k, \Delta y_k)$ makes (13) an intractable semi-infinite optimization problem; and 3) solving the channel allocation problem for both (13) and (14) belongs to the category of NP-hard combinatorial optimization problem due to its binary variable $\omega$ [27]. Note that $x, y$, and $P$ are continuous variables while $\omega$ is a discrete variable. In the following sections, we first decouple the optimization problem into two sub-problems, which can be solved step by step.

III. JOINT TRAJECTORY DESIGN AND POWER CONTROL

In the section, we optimize problem (13) by solving joint trajectory design and power control problem in an iterative way. Firstly, we tackle the non-smoothness of the objective function of problem (13) by using the lemma in [14].

Lemma 1 [14]: Problem (13) shares the same optimal solution with the following problem:

$$\max_{\omega,x,y,P} \frac{1}{M} \sum_{j=1}^{M} \sum_{t=1}^{T} \left[ R_{j,b}(t) - \max_{e_k \in E} \Delta x_k^{e_k} + \Delta y_k^{e_k} \leq R_k \right] R_{j,k}(t)$$

s.t. \hspace{1em} (13b) – (13d)

Proof: Let $V_1^*$ and $V_2^*$ denote the optimal values of problem (13) and (15), respectively. Since $[V]^+ \geq V, \forall V$, $V_1^* \geq V_2^*$. Let $(\omega^*, x^*, y^*, P^*)$ denote the optimal solution of problem (13) and $f(P(t)) = R_{j,b}(t) - \max_{e_k \in E} \Delta x_k^{e_k} + \Delta y_k^{e_k} \leq R_k R_{j,k}(t)$. We further give a feasible solution $(\hat{\omega}, \hat{x}, \hat{y}, \hat{P})$, where $\hat{\omega} = \omega^*, \hat{x} = x^*, \hat{y} = y^*$. The elements of $\hat{P}$ satisfy the condition: if $f(P(t)) \geq 0$, $\hat{P} = P^*$; otherwise $\hat{P} = 0$. Let $\hat{V}$ denote the value obtained at $(\hat{\omega}, \hat{x}, \hat{y}, \hat{P})$ and the condition $\hat{V} = V_1^*$ is satisfied, which proves that $V_1^* = V_2^*$ since $V_2^* \geq \hat{V} = V_1^*$ and $V_1^* \geq V_2^*$. The non-convexity of problem (15) makes it difficult to tackle. Through observation, the optimization variables can be first partitioned into two categories, i.e., $x, y$, and $P$ are continuous variables while $\omega$ is a discrete variable. With the fixed discrete variable, the problem (15) becomes more tractable. In this section, we first optimize the problem (15) with the fixed $\omega$. In this way, only the constraints (3) and (6) are considered, because the others are not coupled with $x, y$, and $P$. In the next section, we further optimize this problem with given $(x, y, P)$. Note that only the decisions on $\omega$ can affect each other and one UAV’s decisions on $(x, y, P)$ have no effect on each other. If the $\omega$ is given, the problem (15) can be decoupled into $M$ individual sub-problems as follows:

$$\max_{x,y,P} \sum_{t=1}^{T} \left[ R_{j,b}(t) - \max_{e_k \in E} \Delta x_k^{e_k} + \Delta y_k^{e_k} \leq R_k \right] R_{j,k}(t), \forall u_j \in U$$

s.t. \hspace{1em} (3), (6),

where $x_j = [x_j(1), \ldots, x_j(T)]^T$, $y_j = [y_j(1), \ldots, y_j(T)]^T$, and $P_j = [P_j(1), \ldots, P_j(T)]^T$, where $[.]^T$ is the transpose operation. Similarly, when optimizing the problem (16) with continuous variables, we further partition these variables into two blocks, i.e., trajectory $(x, y, P)$ and power $P$. Thus, we can optimize $P_j$ with given $(x, y, j)$ and optimize $(x, y, j)$ with given $P_j$ in an iterative manner.

A. Power Control under Given Trajectory

With the given trajectory $(x, y)$, the problem (16) can be rewritten as

$$\max_{P_j} \sum_{t=1}^{T} \left[ \log_2(1 + \alpha(t)P_j(t)) - \log_2(1 + \beta(t)P_j(t)) \right]$$

s.t. \hspace{1em} (6),

where

$\alpha(t) = \frac{\gamma_0}{(x_j(t) - x_b)^2 + (y_j(t) - y_b)^2 + H^2}$,

$\beta(t) = \frac{\min_{e_k \in E} \theta_k(t)}{\min_{e_k \in E} \theta_k(t)}, \theta_k(t) = \min_{e_k \in E} \Delta x_k^{e_k} + \Delta y_k^{e_k} \leq R_k$

$$(x_j(t) - x_b)^2 + (y_j(t) - y_b)^2 + H^2$$

$$\gamma_0 = \frac{\eta_0}{R_k(t) + N_0}.$$

By substituting (1) and (2) into (19), $\theta_k(t)$ can be simplified to

$$\theta_k(t) = \begin{cases} H^2, & \text{if } d_k(t) \leq R_k, \\ (d_k(t) - R_k)^2 + H^2, & \text{otherwise}, \end{cases}$$

where $d_k(t) = \sqrt{(x_j(t) - x_b(t))^2 + (y_j(t) - y_b(t))^2}$. Based on [14], the optimal solution of problem (17) can be given by

$$P_j^*(t) = \begin{cases} \min(\tilde{P}^*_j), & \text{if } \alpha(t) > \beta(t), \\ 0, & \text{otherwise}, \end{cases}$$

where

$$\tilde{P}_j = \sqrt{\left( \frac{1}{2\beta(t)} - \frac{1}{2\alpha(t)} \right)^2 + \frac{1}{\xi \ln 2} \left( \frac{1}{\beta(t)} - \frac{1}{\alpha(t)} \right)}.$$
B. Trajectory Design under Given Power

Let $P_j = \eta_0 P_j^0(t)$, the problem (16) can be rewritten as

$$\max_{x_j, y_j} \sum_{t=1}^{T} \left[ \log_2 \left( 1 + \frac{P_j}{(x_j(t) - x_k(t))^2 + (y_j(t) - y_k(t))^2 + H^2} \right) \right]$$

$$- \log_2 \left( 1 + \frac{P_j}{\min_{x_k \in \mathcal{C}} \min_{\Delta x_k^2 + \Delta y_k^2 \leq R_k} f(x_j(t), y_j(t))} \right)$$

(24)

s.t. (3)

where $f(x_j(t), y_j(t)) = (x_j(t) - x_k(t))^2 + (y_j(t) - y_k(t))^2 + H^2$.

Since the (24) is still non-convex, we introduce two slack variables $b_j = [b_j(1), ..., b_j(T)]^T$ and $c_j = [c_j(1), ..., c_j(T)]^T$ into (24), which can be equivalent as

$$\max_{x_j, y_j, b_j, c_j} \sum_{t=1}^{T} \left[ \log_2 \left( 1 + \frac{P_j}{b_j(t)} \right) - \log_2 \left( 1 + \frac{P_j}{c_j(t)} \right) \right]$$

(25a)

s.t. \[
\begin{align*}
\min_{\Delta x_k^2 + \Delta y_k^2 \leq R_k} f(x_j(t), y_j(t)) &\geq c_j(t), \forall t, k, \\
(x_j(t) - x_k(t))^2 + (y_j(t) - y_k(t))^2 + H^2 - b_j(t) &\leq 0, \forall t,
\end{align*}
\]

(25b)

$$c_j \geq H^2, (3), \forall t.$$ (25d)

Due to the infinite number of $(\Delta x_k, \Delta y_k)$ in (25b), we have to convert (25b) into equivalent constraints by substituting (1) and (2) into (25b)

$$\Delta x_k^2 + \Delta y_k^2 - R_k^2 \leq 0, \forall k$$ (26a)

$$- (x_j(t) - x_k^E(t) - \Delta x_k^2) - (y_j(t) - y_k^E(t) - \Delta y_k^2)^2 - H^2 + c_j(t) \leq 0, \forall k$$ (26b)

Since there exists at least one point $(\Delta x_k = 0, \Delta y_k = 0)$ such that $\Delta x_k^2 + \Delta y_k^2 - R_k^2 < 0$, we can utilize the S-procedure [31] to show that the implication (26a)\(\Rightarrow\)(26b) holds if and only if $\Delta L_k(t) \geq 0$ such that

$$\mathbf{Y}(x_j(t), y_j(t), c_j(t), \lambda_k(t)) \geq 0, \forall j, k$$

(27)

where $\mathbf{Y}(x_j(t), y_j(t), c_j(t), \lambda_k(t)) = \begin{bmatrix} \lambda_k(t) + 1 & 0 & x_k^E(t) - x_j(t) \\ 0 & \lambda_k(t) + 1 & y_k^E(t) - y_j(t) \\ x_k^E(t) - x_j(t) & y_k^E(t) - y_j(t) & -\lambda_k(t)R_k^2 + v_k(t) \end{bmatrix}$ and

$$v_k(t) = (x_j(t) - x_k^E(t))^2 + (y_j(t) - y_k^E(t))^2 + H^2 - c_j(t).$$ (28)

Then, we replace (25b) with (27) and introduce the slack variable $\Delta L_{K \times T} = \{\lambda_k(t)\}_{k=1,t=1}^{K,T}$ into problem (25). However, the object function (25a) is non-concave since the first term is convex and the constraint (27) is non-convex since $v_k(t)$ is a non-linear function. Similar to [14], we assume a feasible point $x_j^f = [x_j^f(1), ..., x_j^f(T)]^T$, $y_j^f = [y_j^f(1), ..., y_j^f(T)]^T$, and $b_j^f = [b_j^f(1), ..., b_j^f(T)]^T$ for (25). The first-order Taylor expansions of the first term of (25), $x_j^f(t)$, $y_j^f(t)$ at the above feasible point can be written as

$$\log_2 \left( 1 + \frac{P_j}{b_j(t)} \right) \geq \log_2 \left( 1 + \frac{P_j}{b_j^f(t)} \right) - \frac{P_j}{\ln 2(b_j(t) - b_j^f(t))}$$

$$x_j^2(t) \geq x_j^f(2x_j(t) - x_j^f), y_j(t) \geq y_j^f(2y_j(t) - y_j^f).$$ (30)

In this way, we approximately convert the problem (25) into

$$\max_{x_j, y_j, b_j, c_j, \Delta} \sum_{t=1}^{T} \frac{-P_j(b_j(t) - b_j^f(t))}{\ln 2(P_j + b_j^f(t))b_j^f(t)} - \log_2 \left( 1 + \frac{P_j}{c_j(t)} \right)$$

(31a)

s.t. $\mathbf{\tilde{Y}}(x_j(t), y_j(t), c_j(t), \lambda_k(t)) \geq 0, \forall j, k$

$$\lambda_k(t) \geq 0, (25c), (25d).$$ (31b)

where the $\mathbf{\tilde{Y}}$ can be obtained by substituting $\tilde{v}_k(t) = (x_j^f(2x_j(t) - x_j^f) - x_k^E(t)(x_k^E(t) - 2x_j(t)) + y_j^f(2y_j(t) - y_j^f) - y_k^E(t)(y_k^E(t) - 2y_j(t)) + H^2 - c_j(t)$ with $v_k(t)$ in $\mathbf{Y}$. Note that $\mathbf{\tilde{Y}} \succeq \mathbf{Y}$, i.e., (31b) implies (27), since (30) is satisfied.

We observe that problem (31) is a semidefinite programming problem whose optimal solution can be obtained by interior-point method [31]. Thus, we can approximately obtain a suboptimal solution to (25a).

IV. POPULAR MATCHING BASED CHANNEL ALLOCATION

In this section, we simultaneously optimize the channel allocation variable $\omega$ for both (13) and (14) under given trajectory and power. Note that (13) and (14) are jointly optimized, i.e., each UAV aims at optimizing its secrecy rate while each D2D user aims at optimizing its achievable rate, which can be viewed as a multi-objective optimization problem. Matching theory can be utilized to optimize the individual utilities for each side of agents [18]. In matching theory, both sides of agents are rational and focus on their own benefits. From the perspective of UAVs, they want to recruit appropriate D2D users as friendly jammers to benefit themselves. However, the utilities of UAVs cannot be unilaterally improved, since their interests conflict with that of D2D users. Due to the co-channel interference, unilaterally optimizing (13) may degrade the achieved performance of (14), and vice versa. Hence, the obtained stable solution achieved by matching theory is the Pareto optimal, i.e., no one can unilaterally improve their utilities without reducing the utilities of others, which can strike the trade-off between (13) and (14). Compared to unilaterally optimizing the utilities of one side of users, the stable solution is more suitable for the distributed scenario.

In the following subsections, we first introduce the popular matching under the background of SLoFT, and then propose a hierarchical matching algorithm to initially construct the maximum popular matching structure without considering the externalities. Finally, we will introduce how to maintain the popularity of one matching against externalities.

A. Preliminaries

It is obvious that the problem (13) and (14) can be formulated as the classic stable roommates problem, where many tenants can live in one house, and one house can be occupied by many tenants within its quota [23]. As such, UAVs and D2D users can be abstracted as landlords and tenants, respectively. This kind of matching problem can be categorized as a two-sided matching between two disjoint sets of agents where the agents of one side rank the agents of the opposite side based on their preferences. Herein, the matching between UAVs and D2D users is to maximize its own utility. The utility function $U_i(u_j)$...
for \( d_i \) is denoted by its date rate when reusing \( u_j \)'s spectrum, i.e., \( U_i(u_j) = \log_2 \left(1 + \frac{P_i g_i(t)}{I_i(t) + N_0} \right) \). And the utility function \( U_j(d_i) \) for \( u_j \) is measured by the real-time secrecy rate, i.e., \( U_j(d_i) = \log_2 \left(1 + \frac{P_j g_j(t)}{I_j(t) + N_0} \right) - \max_{c_k \in E} \max_{x_k} \Delta x_k^2 + \Delta y_k^2 \leq \gamma_k^2 \log_2 \left(1 + \frac{P_j g_j(t)}{I_j(t) + N_0} \right) \). Note that the UAV only considers the independent influence when one D2D user requests to reuse its spectrum, so does this D2D user. This setting can guarantee that the preference lists are fixed and the optimization problem of matching keeps the similar as problems (13) and (14), except that the co-channel interferences of other D2D users are simplified. We further use the symbol \( \succ \) to represent the preference relation. For example, \( r \succ j \) denotes the preference relations of \( d_i \in D \), and \( j \succ j' \) denotes that \( d_i \) prefers reusing the spectrum resource of \( u_j \) to \( u_j' \), i.e., \( U_i(u_j) > U_i(u_j') \). Similarly, \( i \succ j \) denotes that \( u_j \) prefers sharing the spectrum resource with \( d_i \) to \( d_i' \). Herein, since UAVs will share spectrum resource with a subset of D2D users \( \Phi_j(D) \in D \), \( \Phi_j(D) \succ j \) \( \Phi_j(D') \) denotes that \( u_j \) prefers sharing the spectrum resource with the subset \( \Phi_j(D) \) to \( \Phi_j(D') \). Based on the above discussion, the two-sided many-to-one matching is defined as

**Definition 1:** The two-sided many-to-one matching \( \Omega \) is defined as a function mapping from \( D \cup U \cup \emptyset \) into \( D \cup U \cup \emptyset \) such that for \( d_i \in D \) and \( u_j \in U \): 1) \( \Omega(d_i) \leq 1 \), \( \forall d_i \in D \) and \( \Omega(d_i) \neq \emptyset \); 2) \( \Omega(u_j) \leq q_j \), \( \forall u_j \in U \), and \( \Omega(u_j) \neq \emptyset \); 3) \( \Omega(d_i) = u_j \), only if \( u_j \in \Omega(u_j) \), i.e., \( \omega_{i,j,t} = 1 \), where \( \cdot \) refers to the cardinality of a set.

We can note that (13c) and (14c) are satisfied through the three conditions in Definition 1. Besides, the matching is feasible only when the constraints (13b), (13d), and (14b) are met. To this end, we delete those agents who cannot satisfy constraints (13b), (13d), and (14b) in each agent’s preference list, and thus no one will violate the constraints.

**Definition 2:** Given a matching \( \Omega \), if an unmatched pair \((d_i, u_j)\) satisfies both \( j \succ_i \Omega(d_i) \) and \( i \succ_j k, \forall k \in \Omega(u_j) \) or \( |\Omega(u_j)| < q_j \), the pair \((d_i, u_j)\) composes a blocking pair in \( \Omega \). A stable matching does not involve any blocking pair.

Definition 2 refers to the stability condition of a matching, which also indicates the weak Pareto optimality, since no one can be better of by deviating to another choice under stability condition [23]. Although the stable matching can ensure the weak Pareto optimality, it does not ensure that UAVs will reach their capacity, i.e., quota. Intuitively, the secrecy rate of one UAV may be further improved by sharing spectrum with more friendly jammers which can launch powerful attack to eavesdroppers while interfering weakly with this UAV. Hence, stability is not desirable by both UAVs and D2D users. On one hand, the UAVs would like to share their spectrum with more D2D users and thus the security performance may be improved by the addition of more friendly jammers. On the other hand, more D2D users can meet their achievable rate requirements by joining in the spectrum sharing. For this purpose, we relax the stability condition (local stability) to the popularity condition (global stability) [25].

**B. Popular Matching without Externalities**

Given two matchings \( \Omega_0 \) and \( \Omega_1 \), we say that one agent \( u \) prefers \( \Omega_0 \) to \( \Omega_1 \) if \( u \) benefits more in \( \Omega_0 \) than \( \Omega_1 \). Let \( \varphi(\Omega_0, \Omega_1) \) denote the number of agents preferring \( \Omega_0 \) to \( \Omega_1 \). Hence, \( \Omega_0 \) is more popular than \( \Omega_1 \) if \( \varphi(\Omega_0, \Omega_1) > \varphi(\Omega_1, \Omega_0) \).

**Definition 3 (Majority Rule):** The matching \( \Omega \) is popular if \( \varphi(\Omega, \Omega') \geq \varphi(\Omega', \Omega) \) for any matching \( \Omega' \) derived from \( D \cup U \cup \emptyset \).

In other words, a popular matching \( \Omega \) satisfies that no matching is preferred by more agents than in \( \Omega \). In [24], the authors demonstrated that the stability condition is very strong, and the stable matching is the minimal size popular matching. For ease of understanding this statement, there exist two disjoint sets \( D = \{d_1, d_2\} \) and \( U = \{u_1, u_2\} \), the preference relation for \( d_1 \) is \( u_2 \succ d_1, u_1 \succ d_1 \emptyset \), for \( d_2 \) is \( u_1 \succ d_2, \emptyset (i.e., d_2 \) prefers \( u_1 \) to being unmatched, and \( u_2 \) is not in the preference since these constraints will be violated), for \( u_1 \) is \( d_1 \succ u_1 \emptyset \), and for \( u_2 \) is \( d_1 \succ u_2 \emptyset \). We can derive a stable matching \( \Omega_s = \{(d_1, u_2), (d_2, u_1)\} \) and a maximum size popular matching \( \Omega_p = \{(d_1, u_1), (d_2, u_2)\} \). Though \( \varphi(\Omega_s, \Omega_p) = \varphi(\Omega_p, \Omega_s) \), \( \Omega_s \) may achieve the better performance.

In order to facilitate the analysis, we introduce the vote function for UAVs and D2D users to vote for preferred matching. For a D2D user \( d_i \), the vote function \( v_i(\Omega(d_i), \Omega'(d_i)) = 1 \) if \( \Omega(d_i) \succ d_i \Omega'(d_i) \), \( v_i(\Omega(d_i), \Omega'(d_i)) = -1 \) if \( \Omega(d_i) \succ d_i \Omega'(d_i) \), and \( v_i(\Omega(d_i), \Omega'(d_i)) = 0 \) if \( d_i \) is indifferent between two matchings. Similarly, the vote function of UAV \( u_j \) is expressed as \( v_j(\Omega(u_j), \Omega'(u_j)) \), calculated in the same way. As such, the popularity deviation can be defined as

\[
\varphi(\Omega, \Omega') = \sum_{d_i \in D} v_i(\Omega(d_i), \Omega'(d_i)) + \sum_{u_j \in U} v_j(\Omega(u_j), \Omega'(u_j)).
\]

Note that the set of all devices and their preference relations can be abstracted as a graph \( \mathcal{G} = \{D \cup U, \mathcal{E}\} \), where \( D \cup U \) denotes the vertex set and \( \mathcal{E} \) denotes the edge set. Next, we propose a distributed algorithm to search for a maximum size popular matching. In [26], the authors proposed an algorithm that computes a maximum one-to-one popular matching with linear time complexity. Based on [26], we aim to convert the many-to-one matching to one-to-one matching, by assuming that each \( u_j \) has \( q_j \) copies and each copy represents a virtual UAV which can occupy only one D2D user, i.e., \( u_j = \{u_{j1}, ..., u_{jq_j}\} \). Based on [26], we further set that each \( d_i \) has two copies, i.e., \( d_i = \{d_{i1}, d_{i2}\} \). In this way, we convert the original \( \mathcal{G} \) to \( \mathcal{G}' = \{(D \cup U', \mathcal{E}')\} \), where \( D' \) consists of a set of D2D pairs that contain two copies, and a set of UAVs that contain \( q_j \) copies. The edge set \( \mathcal{E}' \) is defined as \( \mathcal{E}' = \{u_{j1}d_{i1}, ..., u_{jq_j}d_{i2}\} \), for any \( f \in [1, q_j] \) and \( h \in [1, q_j] \). However, the utility values of \( d_i \) reusing any two copies of \( u_j \) are equal but \( d_i \) can only select one copy of \( u_j \). Hence, the preference relations of each \( d_{i2} \) for the same UAV are based on the ranking of id numbers in a descending order, i.e., \( u_{j1} \succ u_{j2} \succ ..., \succ u_{jq_j} \). For the UAV
we partition $D$, its preference relations for two different D2D users with the same id numbers remain unchanged, i.e., $d_i \succ u_f \succ d'_i$ if $d_i \succ u_i \succ d'_i$, for $l \in \{1, 2\}$. The preference relations for the same D2D user or two different D2D users with the different id numbers are based on the ranking of id numbers in an ascending order, i.e., $d_i \succ u_f \succ d'_i$, for any $i = k$ or $i \neq k$.

Herein, we propose a hierarchical matching (HM) algorithm as shown in Alg.1. The superscript $l$ in $d_i^l$ denotes the layer number, i.e., $l = 1$ refers to the bottom layer while $l = 2$ refers to the top layer. Initially, all layer-1 D2D users become active and meanwhile all layer-2 users stay inactive. The aim of this hierarchy is to promote the D2D users rejected by all UAVs through deleting these D2D users from layer-1 and only reserving the layer-2 version of these D2D users, which are more preferred by the UAVs than the layer-1 version. Besides, we use a queue $Q$ containing both the set of active and unmatched D2D users. The main idea of this hierarchical matching algorithm is summarized as

- Initially, only those D2D users in layer-1 are active and then request spectrum sharing to their most preferred UAVs to which they have not requested yet.
- Whenever an active D2D user $d_i^l$ in layer-1 has been rejected by all UAVs, $d_i^l$ is removed from $Q$ and $d_i^l$ is pushed into $Q$.
- Whenever a UAV $u_f^l$ receives a spectrum sharing request from a D2D user, $u_f^l$ accepts or rejects this request based on its preference relations.

**Algorithm 1 Hierarchical Matching (HM) Algorithm**

1. Input $G = \langle \{D^l \cup U^l, E^l\} \rangle$.
2. Initialize the queue $Q$ to $\{d_i^l\}_{l=1}^N$ and $\Omega = \emptyset$.
3. while $Q \neq \emptyset$ do
   4. Remove the first element $d_i^l$ from $Q$.
   5. if $d_i^l$ still has at least one UAV that has not rejected $d_i^l$ yet then
      6. Let $u_f^l$ be the most preferred UAV that has not rejected $d_i^l$ yet.
      7. if $\Omega(u_f^l) \neq \emptyset$ then
         8. Push $\Omega(u_f^l)$ into $Q$ and assign $u_f^l$ to $d_i^l$, i.e., $\Omega(u_f^l) = d_i^l$.
      9. Delete the edges between $u_f^l$ and its neighbors $d'_i$ that $d_i^l \succ u_f^l$. i.e., $d_i^l = d_i^l \setminus d'_i$ from the current graph $G'$.
     10. if $l = 1$ then
        11. Remove $d_i^l$ and push $d_i^l$ into $Q$.
     12. end if
     13. end if
   14. end if
4. end while

**Computational Complexity of Alg. 1:** The complexity for building the graph $G'$ is $O(|E'| + |D^l \cup U^l|)$, for matching is $O(|E'| \cdot |U^l|)$. So the complexity taken to compute $\Omega$ is $O(\max\{|E'| + |D^l \cup U^l|, |D^l| \cdot |U^l|\})$.

Next, we prove that the computed matching $\Omega$ is a maximum size popular matching with respect to original graph $G$. Firstly, we partition $D$ into the set $D_1$ of the layer-1 D2D users and the set $D_2$ of the layer-2 D2D users. Similarly, those UAVs matched to the layer-1 and layer-2 D2D users are in the set $U_1$ and $U_2$, respectively. Note that both the conditions $D_1 \cup U_2 = \emptyset$ and $U_1 \cup U_2 = \emptyset$ are satisfied.

**Claim 1:** All the unmatched D2D users in $\Omega$ are in $D_2$ while all the unmatched UAVs are in $U_1$.

Label each edge $e = (d, u)$ in $\mathcal{E}$ by $(\sigma_e, \beta_e)$, where $\sigma_e = v_d(u, \Omega(d))$ and $\beta_e = v_u(d, \Omega(u))$ are the vote functions defined before. Note that an $e$ is a blocking edge only if $(\sigma_e, \beta_e)$ is labeled $(1, 1)$, since both $d$ and $u$ prefer each other to their current partners.

**Lemma 2:** $\forall e \in D_2 \times U_1$, $(\sigma_e, \beta_e)$ is labeled $(-1,-1)$. $\forall e \in D_1 \times U_2$, $(\sigma_e, \beta_e)$ is labeled $(1, 1)$.

**Proof:** To prove the first condition, let $e = (d, u) \in D_2 \times U_1$, $d$ must be matched in $\Omega$, and otherwise $d^2$ would have requested to $u$ when $d^1$ was active. However, the condition $u \in U_1$ indicates that $u$ has not received the request from any layer-2 user, and otherwise $u$ will belong to $U_2$. Thus, $d^2$ must be matched to a UAV $u'$ that is preferred to $u$ for $d^2$ so that $v(u, \Omega(d)) = -1$. Similarly, considering that $d^1$ must be rejected by all UAVs including $u$, $u$ must be matched to a user that is preferred to $d^1$ for $u$. Since $u$ has not received the request from any layer-2 user, $u$ prefers $\Omega(u)$ to $d$ so that $v(u, \Omega(u)) = -1$.

For the second condition, we can see that no UAV in $U_1$ receives any request from a layer-2 user, and thus $\Omega$ restricted to the set $D_1 \times U_1$ is popular since those UAVs in $U_1$ only receive the requests from layer-1 users and accept the most preferred one. Thus, the matching restricted to $D_1 \times U_1$ contains no blocking edges. Besides, the D2D users in $D_2$ request in line with their preferences while the UAVs prefer layer-2 users to layer-1 users, which indicates that $D_2 \times U_2$ also contains no blocking edges labeled $(1, 1)$. By elimination rule, if there exists an edge labeled $(1, 1)$, it must belong to $D_1 \times U_2$.

Let $G_\Omega$ represent the subgraph of $G$ by removing all edges labeled $(-1,-1)$ from $G$. Based on the definitions in graph theory [32], a path or circle where alternate edges belong to $\Omega$ is called an alternating path or circle in $\Omega$. If the endpoints of this alternating path are unmatched in $\Omega$, this path is called augmenting path. Just as its name suggests, an alternating path starts with an unmatched node, and its edges belong alternately to $\Omega$ and not to $\Omega$.

**Lemma 3:** Given an alternating path $\rho = \langle y_0, x_1, y_1, x_2, y_2, \ldots \rangle$ with respect to $G_\Omega$, where $(x_i, y_i)$ is matched in $\Omega$, for $i > 0$, the following conditions must be satisfied.

1) If $y_0 \in D_2 \cup U_1$, no edge in $\rho$ is labeled $(1, 1)$;
2) If $y_0 \in D_1 \cup U_2$, at most one edge in $\rho$ is labeled $(1, 1)$.

**Proof:** For the first condition, if $y_0 \in D_2$ it is easy to derive by Lemma 2 that no edges in $G_\Omega$ belong to $D_2 \times U_1$. Hence, the $y_0$’s neighbor $x_1$ in $\rho$ belongs to $U_2$. Since $(x_i, y_i)$ is matched in $\Omega$, all the matched partner must belong to $D_2 \times U_2$ for $i > 0$. According to Lemma 2, the edges labeled $(1, 1)$ must belong to $D_1 \times U_2$, and thus no edge in $\rho$ is labeled $(1, 1)$. If $y_0 \in U_1$, no edges belong to $D_2 \times U_1$ since all edges labeled $(-1,-1)$ are removed from $G$. Thus, all the matched partner
Thus, $\sum_{i > 0}$ and similarly no edge in $\rho$ is labeled $(1, 1)$.

For the second condition, if $y_0 \in D_1$, no edges in $G_\Omega$ belong to $D_1 \times U_2$. Once an edge in $D_1 \times U_2$ is traversed, $\rho$ gets stuck in $D_2 \times U_2$ as the earlier case. Thus, only one edge $(y_0, x_1)$ can be labeled $(1, 1)$ when $x_1 \in U_2$. If $y_0 \in D_2$, only one edge $(y_0, x_1)$ can be labeled $(1, 1)$ when $x_1 \in D_1$.

For the ease of analysis, we define two types of alternating paths. The type-1 alternating path satisfies $y_0 \in D_2 \cup U_1$ and type-2 satisfies $y_0 \in D_1 \cup U_2$. Given any matching $\Omega' \in G$, we can restrict it to $G_{\Omega'}$ by deleting the edges labeled $(-1, -1)$ and assuming that the agents involving these deleted edges are unmatched in $\Omega'$ (i.e., this modification to the calculation of the popularity deviation $\varphi(\Omega, \Omega')$). Hence, $\Omega \oplus \Omega'$ is also in $G_{\Omega'}$, which represents the collection of alternating paths. Now, we prove that $\varphi(\Omega', \Omega) \leq \varphi(\Omega, \Omega')$ through Theorem 1.

**Theorem 1:** $\forall \Omega' \in G_{\Omega}$, the following conditions are always satisfied:

1. If $\rho$ is an alternating cycle in $\Omega \oplus \Omega'$, $\varphi(\Omega \oplus \rho, \Omega) \leq \varphi(\Omega, \Omega \oplus \rho)$;
2. If $\rho$ is an alternating path in $\Omega \oplus \Omega'$, there exists at least one endpoint of $\rho$ is unmatched in $\Omega$, and $\varphi(\Omega \oplus \rho, \Omega) \leq \varphi(\Omega \oplus \rho, \Omega)$;
3. If $\rho$ is an alternating path in $\Omega \oplus \Omega'$, both endpoints of $\rho$ are matched in $\Omega$, and $\varphi(\Omega \oplus \rho, \Omega) \leq \varphi(\Omega, \Omega \oplus \rho)$.

**Proof:** Since $\varphi(\Omega \oplus \rho, \Omega) \leq \varphi(\Omega \oplus \rho, \Omega) = \sum_{u \in \rho} v_u(\Omega(u), \Omega(u))$, the expression can be given by $\sum_{u \in \rho} v_u(\Omega'(u), \Omega(u)) = \sum_{u' \in \rho} (-1) + \sum_{e \in \rho \cap \Omega'} (\sigma_e + \beta_e)$,

where $u'$ is unmatched in $\Omega'$. For $e = (x, y)$, $\sigma_e = v_x(y, \Omega(x))$ and $\beta_e = v_y(x, \Omega(y))$.

For the first condition, since every edge in $\Omega$ is either in $D_1 \times U_1$ or $D_2 \times U_2$, the alternating cycle $\rho$ must contain a vertex $x$ such as $x \in D_2 \times U_1$, and thus $\rho \setminus (x, \Omega(x))$ is a type-1 alternating path. Hence, no edge in $\rho \setminus (x, \Omega(x))$ is labeled $(1, 1)$ so that $\sigma_e + \beta_e \leq 0$. Thus, $\varphi(\Omega \oplus \rho, \Omega) \leq \varphi(\Omega, \Omega \oplus \rho)$.

For the second condition, based on Claim 1, the unmatched endpoint must belong to $D_2 \times U_1$ and thus $\rho$ is a type-1 path. Thus, $\varphi(\Omega \oplus \rho, \Omega) \leq \varphi(\Omega, \Omega \oplus \rho)$.

For the third condition, since both endpoints of $\rho$ are matched in $\Omega$, neither endpoint is matched in $\Omega'$ and contribute -1 to the first term on (33). Through Lemma 3, at most one edge can be labeled $(1, 1)$, and then this contribution is canceled out by the votes of two endpoints. The condition $\varphi(\Omega \oplus \rho, \Omega) \leq \varphi(\Omega, \Omega \oplus \rho)$ still holds.

Based on Theorem 1, assuming that $\Omega' \cap E_\Omega$ denotes the intersection of $\Omega'$ and the edge set of $G_{\Omega}$, we have

$$\varphi(\Omega, \Omega') = \sum_{\rho \in \Omega(\Omega' \cap E_\Omega)} \varphi(\Omega, \Omega \oplus \rho) \geq \sum_{\rho \in \Omega(\Omega' \cap E_\Omega)} \varphi(\Omega \oplus \rho, \Omega) = \varphi(\Omega', \Omega).$$

Therefore, the popularity of $\Omega$ computed by Alg.1 is proved. Next, we will prove that the popularity is the maximum size popular matching.

**Lemma 4:** There exists no augmenting path for $\Omega$ with respect to $G_{\Omega}$.

**Proof:** Based on Claim 1, if there is an augmenting path $p$ for $\Omega$, for two neighbor vertices $y_i$ and $x_{i+1}$, one belongs to $D_2$ and the other belongs to $U_1$, since there only exist edges belonging to $(D_1 \times U_1) \cup (D_2 \times U_2)$ in $\Omega$. But the edge in $(D_2 \times U_1)$ is removed from $\Omega$, which contradicts the condition.

**Lemma 5:** Given a matching $\Omega'$ in $G$, $\varphi(\Omega, \Omega') > 0$ if $|\Omega'| > |\Omega|$.

**Proof:** Suppose that $\Omega'$ satisfies the condition $|\Omega'| \geq |\Omega|$. Based on the deductions in graph theory [32], there must exist an augmenting path $p \in \Omega \oplus \Omega'$ in $G$. By restricting $\Omega'$ to $\Omega_G$, there exists no augmenting path for $\Omega$ with respect to $G_{\Omega}$, and $p$ is partitioned into sub-paths $p_1, p_2, ..., p_s$ in $G_{\Omega}$ in which both $p_1$ and $p_s$ have one unmatched endpoint in $\Omega$. Through Claim 1 and Lemma 2, the endpoint belongs to $(D_2 \times U_1)$, and there is no edge labeled $(1, 1)$ in these two sub-paths. For $p_1$ and $p_s$, all edges except for one endpoint $x$ are labeled $(1, -1)$. Since $x$ is matched in $\Omega$, $\varphi(\Omega, \Omega \oplus p_k) = 1 + \varphi(\Omega \oplus p_1, \Omega)$.

For another alternating path $p_k$ and $k = \{2, ..., s - 1\}$, we can prove that $\varphi(\Omega, \Omega \oplus p_k) > \varphi(\Omega \oplus p_k, \Omega)$ by Theorem 1. And thus $\Omega$ is the maximum size popular matching.

**C. Popular Matching with Externalities**

Considering the co-channel interference, the preference of each user is dynamically changing, which causes the externalities in matching theory [18]. The externalities indicate that the utilities of resource users (D2D users) are influenced not only by resource owners’ decisions, but also by those resource users reusing the same resource. The HM algorithm can initially construct the maximum popular matching structure as far as possible. In this section, we will investigate how to maintain the popularity upon the initial matching $\Omega$ obtained by HM algorithm. We perceive the vote deviation with the framework of directed graph in graph theory. Different from the fixed preferences defined before, the utility functions of UAV $U_i(t)$ can be denoted as $U_i(t) = (R_i(k) - \max_{x \in \mathbb{R}^2} \max_{\Delta} R_i(k)^+ \leq \varphi(\Omega, \Omega')$, with constraints (13b)-(13d) ensured, while the utility functions of D2D user $U_i(t) = R_i(t)$ can be denoted as with constraints (14b) and (14c) ensured.

**Definition 4** given a set of users $\{d_1, d_2, ..., d_l\}$ in different spectrum sharing groups (i.e., each UAV represents a group), if we change the spectrum sharing strategy from $\pi$ to $\hat{\pi}$ by $(d_1 \rightarrow \pi_{d_2}), (d_2 \rightarrow \pi_{d_3}), ..., (d_{l-1} \rightarrow \pi_{d_l}), (d_l \rightarrow \pi_{d_1})$, and vote deviation $\varphi(\hat{\pi} \rightarrow \pi, \Omega) > \varphi(\hat{\pi} \rightarrow \pi, \Omega)$, these $l$ users compose a rotation-swap coalition.

Here, we use $(d_1 \rightarrow \pi_{d_2})$ to denote the operation that $d_1$ leaves the spectrum sharing group $\pi_{d_1}$ involving $d_1$ and joins the spectrum sharing group $\pi_{d_2}$ involving $d_2$.

To describe the situation that one user $d_1$ joins in another group $\pi_{d_2}$ without replacing any user included in $\pi_{d_1}$, we create a virtual user for those groups whose quotas are still not fulfilled, i.e., $(d_1 \rightarrow \pi_{d_1}), (0 \rightarrow \pi_{d_2})$, we let the value function of each virtual user $d_v$ for any two matchings equal to 0, i.e., the preferences of active users are not affected by virtual users.
Definition 5: A matching \( \Omega^\pi \) is a popular matching with externalities if there exists no rotation-swap coalition after executing spectrum sharing strategy \( \pi \).

We further use \( d_i \rightarrow d_k \) to represent the operation that \( d_i \) joins in \( \pi_{d_k} \) and \( d_k \) leaves \( \pi_{d_i} \), where \( \pi_{d_i} \in \Omega(d_i) \) and \( \pi_{d_k} \in \Omega(d_k) \). The difference vote function of \( d_i \) before and after \( d_i \rightarrow d_k \) can be derived as

\[
\Delta_{d_i}(d_i \rightarrow d_k, \pi_{-(d_i,d_k)}) = \varphi(\pi_{d_i} \in \Omega(d_i), \pi_{d_k} \notin \Omega(d_k), \pi_{-(d_i,d_k)}) - \varphi(\pi_{d_i} \in \Omega(d_i), \pi_{-(d_i,d_k)})
\]

\[
= \sum_{d_x \in \Omega(d_i), \Omega(d_k)} v_x(\Omega^d_i \rightarrow d_k, \Omega) + \sum_{u_j \in \{\Omega(d_i), \Omega(d_k)\}} v_{u_j}(\Omega^d_i \rightarrow d_k, \Omega) \quad (35)
\]

In [33], the authors use a directed graph to model the externalities in stable matching model. Inspired by this idea, we construct a directed graph \( G_D^{\neq} \) to model the externalities in our popular matching model, where \( V_D^\neq = D \) denotes the vertex set and \( E \) denotes the directed edge set. The directed edge exists between two users in different spectrum sharing group while the direction is from \( d_i \) to \( d_j \) if \( \Delta_{d_i}(d_i \rightarrow d_j, \pi_{-(d_i,d_j)}) > 0 \). Let edge weight \( w_{i,j} = \Delta_{d_i}(d_i \rightarrow d_j, \pi_{-(d_i,d_j)}) \).

**Lemma 6:** Given \( i \) users in different groups, the rotation-swap coalition can be abstracted as a positive directed loop in \( G_D^{\neq} \).

**Proof:** It is easy to prove that the vote deviation of a rotation-swap coalition \( \varphi(\Omega^{\pi \rightarrow \hat{\pi}}, \Omega) = \sum_{k=1}^i w_{k',k} \), where \( k' = ((k - 2) \mod i) + 1 \). Thus, the proof of Lemma 6 is concluded.

**Corollary 1:** If there exists a positive directed loop \( d_1 \rightarrow d_2, \ldots, d_i \rightarrow d_1 \) in \( G_D^{\neq} \), the popularity of this matching \( \Omega \) can be improved by \( \Omega^{\pi \rightarrow \hat{\pi}} = \{(d_1, \Omega(d_1)), \ldots, (d_i, \Omega(d_i))\} \).

**Proof:** Similar to the proof of Lemma 6, we can prove Corollary 1 through \( \varphi(\Omega^{\pi \rightarrow \hat{\pi}}, \Omega) = \sum_{k=1}^i w_{k',k} \).

**Corollary 2:** If there exists no positive directed loop in \( G_D^{\neq} \), the matching \( \Omega^\pi \) obtained by executing spectrum sharing strategy \( \pi \) is a popular matching.

**Proof:** Based on Lemma 6, since searching for a rotation-swap coalition can be equivalent to searching for a positive directed loop, Corollary 2 can be concluded by Definition 5.

We give a simple example illustrated in Fig. 2, where five active users depicted with solid lines and three virtual users depicted with dashed lines are in three different spectrum sharing groups. Each directed edge only exists between two nodes with different colors. We can find a positive directed loop \( d_2 \rightarrow d_3 \rightarrow d_4 \rightarrow d_1 \). If we want to maintain the popularity of this matching with low complexity, we have to search for a loop involving as many nodes as possible. We invoke the coloring-based heuristic algorithm in [21] to find a directed loop with largest size, for the purpose of maintaining the popularity. The rotation-vote (RV) algorithm to search for a popular matching with externalities can be summarized in Alg.2. Note that (13b), (13d), and (14b) must be satisfied in vote operation.

**Algorithm 2** Rotation-Vote (RV) Algorithm

1. Input matching \( \Omega \) computed by Alg.1.
2. Repeat
3. Construct a directed graph \( G_D^{\neq} \) based on \( \Omega \) and calculate weight \( w_{i,j} \) for each directed edge \( d_i \rightarrow d_j \).
4. Search for a largest directed loop by invoking the coloring-based heuristic algorithm [21].
5. Change spectrum sharing strategy from \( \pi \) to \( \hat{\pi} \) by \( (d_1 \rightarrow \pi_{d_1}), (d_2 \rightarrow \pi_{d_2}), \ldots, (d_{i-1} \rightarrow \pi_{d_{i-1}}), (d_i \rightarrow \pi_{d_i}) \)
6. Until the popularity deviation \( \varphi(\Omega^{\pi \rightarrow \hat{\pi}}, \Omega) = 0 \).
7. Output popular matching \( \Omega^\pi \).

**Corollary 3:** Alg.2 can converge to popular state within finite iterations.

**Proof:** Considering that both the vertex set and edge set are finite, the strategic space is finite. Moreover, the popularity can be improved by \( \Omega^{\pi \rightarrow \hat{\pi}} = \{(d_1, \Omega(d_2)), \ldots, (d_i, \Omega(d_1))\} \) (Corollary 2). Hence, Alg.2 has a bounded iteration.

**Computational Complexity of Alg. 2:** The complexity for building the graph \( G_D^{\neq}(n) \) is \( \mathcal{O}(|E_D^{\neq}(n)| + |D(n)|) \) when the index of iteration is \( n \), for searching for the largest loop is \( \mathcal{O}(|E_D^{\neq}(n)| + |D(n)|) \), which can be bounded by \( \mathcal{O}(M^2) \). Assume that the iteration number is \( \epsilon_1 \), the complexity taken to compute \( \Omega^{\pi \rightarrow \hat{\pi}} \) is \( \mathcal{O}(\sum_{n=1}^{\epsilon_1}(|E_D^{\neq}(n)| + |D(n)|)) \). Note that \( \epsilon_1 \) can be bounded by \( C_N^2 \), by considering the worst case that only the loop with only two edges is founded in each iteration and two nodes can exchange their groups at most two times. Thus, the complexity in the worst case can be bounded by \( \mathcal{O}((NM)^2) \), which is much less than that of the solution obtained by Linear Programming, i.e., \( \mathcal{O}((NM)^{3.5}) \) through interior-point method [31], since the iteration number \( \epsilon_1 \) is much less than \( C_N^2 \) and the edge number \( |E_D^{\neq}(n)| \) is much less than \( M^2 \) in practice.

Finally, the overall procedure of joint trajectory design, power control, and channel allocation (JTPC) can be summarized as

- **Phase 1** (qualification confirmation): Each agent obtains the local CSI and identifies its qualified partner through channel estimation.
- **Phase 2** (channel allocation): With the necessary information, each agent invokes Alg.1 to make an initially channel allocation decision. Then, each spectrum sharing group investigates the possible rotation-vote operation through information exchange. One leader \( u_j \) will negotiate with another leader \( u_{j'} \) if the utility of its group will improve when one group member \( d_i \) joins \( u_{j'} \)’s group. Each leader will record the received request and send this information to those leaders that it negotiates with. Each
leader can keep a label to show its state: 1) has not been negotiated with; 2) has been negotiated with; or 3) has been involved in a loop. The rotation-vote request will be broadcast when one leader finds a loop through recorded information. Note that the channel allocation decisions are made in each time slot.

- Phase 3 (trajectory design and power control): Each UAV first controls its power through (21) under given trajectory, and then optimize the trajectory by interior-point method under given power in a iterative manner.
- Repeat Phase 1-3 until the variables remain unchanged.

Note that JTPC operates in a distributed manner. In the power control and trajectory design stage, the optimization process for UAV is independent i.e., the problem (15) can be decoupled into $M$ sub-problems as (16), and thus each UAV only makes self-organizing decisions to adjust their own power and trajectory through local information. In the channel allocation stage, each user only needs to exchange local information, issues acception/rejection, and negotiates with other user. In both of these two stages, users themselves will make the decisions rather than following the decisions made by the system.

Convergence, Complexity and Signaling Process of JTPC: In the power control and trajectory design stage, given the fixed channel allocation decision $\omega$, the sub-optimal solution is derived and the objective value is non-decreasing. In the channel allocation stage, given the power control and trajectory design decisions $(x, y, P)$, the objective value is also non-decreasing. Firstly, when the externalities are not considered, the Alg.1 is proved to obtain the maximal popular matching with finite complexity $O(|D| \cdot |U'|)$, which proves its convergence. Secondly, when the externalities are considered, the Corollary 3 proves the convergence of Alg.2 and the objective value is non-decreasing from the unpopular state to the popular state. To sum up, considering that the objective value by optimizing $(\omega, x, y, P)$ is non-decreasing over iterations and the solution space is finite, the JTPC can converge to a suboptimal solution. The complexity of Phase 3 is $O(\epsilon_2 M (4T + KT)^{1.5})$ [31], where $\epsilon_2$ is the iteration number of Phase 3. In summary, the complexity of JTPC is $O(N_i (\sum_{t=1}^{T} \sum_{n=1}^{N_i} |\mathcal{E}^D(n)| + |\mathcal{D}(n)|) + \epsilon_2 M (4T + KT)^{1.5})$, where $N_i$ is the iteration number of JTPC.

In phase 1, the communication overhead consists of CSI at the BS, between UAVs and D2D users, and CSI sharing among D2D users within each group. The CSI information can be shared through the local control channels [10]. We assume that sharing CSI in phase 1 can cost $W_1$ bits in messages in one iteration. In the first stage of Phase 2, each D2D user will send one-bit to propose to the desired UAV for spectrum sharing. Then, each UAV decides whether or not accept the request and then responds with one-bit information. This stage will cost $MN$ bits. In the second stage of Phase 2, each group leader will first negotiate with other leaders and vote for the group member that needed to switch to other groups. Note that the vote considers only group members, i.e., local D2D users and the group leader, i.e., UAV, which generates low communication overhead, i.e., $M^2q$ in the worst case by assuming that each quota is fulfilled. Next, each leader will record the received requests and send this information to those leaders that it negotiates with, which also generates low communication overhead, i.e., $MNW_2$ by assuming that every two nodes have negotiation and send at most $W_2$ bits messages. The final channel allocation results can be obtained when the largest loop is found. In phase 3, no information exchange is needed since each UAV optimizes its power and trajectory under given information. Hence, the overall signaling overhead of JTPC is $TN_i(W_1 + MN + \epsilon_1(M^2q + MNW_2))$, which is acceptable for practical implementation.

Based on the above discussion, the solution derived by JTPC is local optimal. Firstly, in the power control and trajectory design stage, the sub-optimal solution can be derived. In the channel allocation stage, the solution obtained by matching theory is local optimal and can strike the trade-off performance between (13) and (14). Hence, our proposed algorithms can achieve the local optimal solution with the guarantee of computational complexity.

V. SIMULATION RESULTS AND PERFORMANCE ANALYSIS

In order to demonstrate the validity of our theoretical analysis, we evaluate JTPC regarding the convergence, and trade-off between the average worst-case secrecy rates and achievable rate. We set the parameters based on the existing works [6], [13], [14], [17], which are applicable for UAV communication of most heterogeneous cellular networks. Generally, the parameters are set as follows unless being specified otherwise. The network area is $(1 \times 1 \times 1 \text{km}^3)$, where the number of UAVs is 8 and that of D2D users is 50, respectively. The BS is located in the center. The D2D pairs’ locations are uniformly distributed within the coverage. The distance between D2D transmitter and receiver is no more than 50 m. The number of time slots is 160 and the duration $\Delta = 1$ s. In each slot $t$, each UAV flies to the location near BS $b$ and its maximum speed $v_{\text{max}} = 10$ m/s. In this paper, we assume that there are four locations, whose coordinates are as follows: location 1 (-400, -400), location 2 (400, -400), location 3 (400, 400), and location 4 (-400, 400). Synchronously, every two UAVs fly from location $n$ to $(n \mod 4) + 1, n \in [1, 4]$. Given the predefined path, if one UAV does not have sufficient time to reach the location of $b$, it will directly fly to the final location. Besides, there are $K = 8$ eavesdroppers, whose estimated location are uniformly distributed within the coverage. The radius $R_e$ is uniformly distributed within the range $20 \sim 80$ m. The hovering altitude is uniformly distributed within the range $80 \sim 120$ m. The transmit power of terrestrial devices is 10 dBm. $P_j = 20$ dBm and $P_j = 4P_j$. The path loss parameter for 2G links $\alpha_C$ is set to 3. The power gain $d_0 = 1$ m is set to $\rho_0 = -60$ dB. The noise power $N_0$ is -120dBm. The quota $q$ for each UAV is fixed at 5. The mutual interference threshold for UAVs is -90 dB and secrecy rate threshold for involved D2D users is 0.5 bps/Hz. In social domain, we consider the Erdos-Renyi social graph with adjustable social link probability $p_s = 0.6$ as a social graph model [34].

Furthermore, we adopt different benchmark algorithms to comprehensively evaluate our proposed algorithm. Firstly, we
To evaluate the convergence performance of JTPC, we investigate the iterations needed in channel allocation phase and overall procedure. In Fig. 4, we note that the needed iteration number of JTPC grows with the UAV numbers. It is because the number of nodes will affect the probability of searching for the directed loops. Moreover, Fig. 4 further indicates that the number of iterations for convergence is relatively small compared to that of the total nodes, i.e. \((M + N)\), while the popular matching based method outperforms the stable matching based method in convergence performance.

In Fig. 5, the trade-off performances, i.e., average worst-case secrecy rate and achievable rate, with varying number of quota is shown. Note that the attained performances when \(q = 0\) represents the case no spectrum sharing is needed, which remain unchanged with the increasing quota. It is obvious that the secrecy rate gradually improves with the increasing quota, since each UAV can recruit more friendly jammers. The eavesdropper learns less information and receives more interference, which improves the secrecy rate. Meanwhile, the achievable rate gradually decreases because more co-channel interferences are introduced. Note that JTPC can achieve the better security performance than SMRA and CFRA with minor loss in achievable rates. The reason behind the superiority is that JTPC can achieve the global stability while SMRA and CFRA can only achieve the local stability. Besides, the maximum popular matching structure can make more D2D users share the cellular spectrum. When \(q = 5\), the secrecy rates and achievable rates of all algorithms are saturated since the increment in security by recruiting more friendly jammers cannot match the loss in achievable rate and thus the number of recruited D2D users are saturated. Compared with the case of no spectrum sharing, JTPC can achieve approximately 67.5% increment in secrecy rate with approximately 33% loss in achievable rate when \(q = 5\). In Fig. 6, we also analyze the trade-off performances of involved D2D users, i.e., friendly jammers, which show the similar trend with Fig. 5. The differences are as follows: 1) the secrecy rate decreases at \(q = 5\) due to the severe co-channel interference; and 2) JTPC can achieve the sub-optimal solutions in both security and achievable rate performances.

Next, we further investigate the impact of social trust on security performance. In Fig. 7, we can observe that the secrecy rates gradually improves with the increasing social link probability, because more D2D users become socially trusted and then join in the spectrum sharing groups. It is worth mentioning that a stage arrives when the secrecy rates reach a saturation region, with further increase of social link probability. Because the increment in security by recruiting more socially-trusted jammers cannot match the loss in achievable rate. The case \(p_s > 0.6\) can ensure that most D2D users join...
In this paper, we proposed the concept of SIoFT, by leveraging inter-device social trust to enhance the security. Joint trajectory design, power control, and channel allocation method has been proposed to optimize the average worst-case secrecy rate of A2G communication whilst the locations of eavesdroppers cannot be perfectly known. Simulation results demonstrated the superiority of popular matching model on different performance metrics. We believe that the initial model and algorithm proposed here have potential to achieve the global stability for the resource allocation problems in other wireless communication scenarios.

VI. CONCLUSION

Through comparison, JTPC can achieve the better trade-off between security and achievable rate performances with acceptable computational complexity.
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